AUTHENTICATED
U.S. GOVERNMENT
INFORMATION

GPO

Office of the Secretary, Education

(c) Access to classified material is re-
stricted to those individuals with an
authorized security clearance and a
need to know.

[46 FR 48927, Oct. 5, 1981, as amended at 50 FR
28102, July 10, 1985]

§19.12 Reproduction controls.

(a) Reproduction of classified mate-
rial within the Department of Edu-
cation must be in compliance with Ex-
ecutive Order 12356, Section 4-1.

(b) If copies of data are reproduced,
the same controls imposed on the origi-
nal document will apply to the repro-
ductions.

(c) The Assistant Inspector General
for Investigation or designees will
maintain:

(1) Records showing the number and
distribution of copies; and

(2) A log stored with the original doc-
uments.

[46 FR 48927, Oct. 5, 1981, as amended at 50 FR
28102, July 10, 1985]

§19.13 Storage.

(a) All classified documents must be
stored in security containers approved
by the General Services Administra-
tion and located in the Office of Inspec-
tor General’s security office or other
approved area.

(b) If access to the security container
is controlled by a combination lock:

(1) The combination must be changed
as required by the June 25, 1982 Infor-
mation Security Oversight Office’s
(ISOO0) Directive No. 1, Section 2001.43.

(2) Only the Assistant Inspector Gen-
eral for Investigation or designees who
hold proper security clearances shall
know the combination; and

(3) The combination must be afforded
the same classification as the material
stored within the security container.

[46 FR 48927, Oct. 5, 1981, as amended at 50 FR
28102, July 10, 1985]

§19.14 Mandatory review for declas-
sification.

(a) Requests. Request for mandatory
review of national security information
must be in writing and addressed to the
Assistant Inspector General for Inves-
tigation, Office of Inspector General,
u.S. Department  of Education,
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§19.15

L’Enfant Plaza Station, P.O. Box 23458,
Washington, DC 20026.

(b) Mandatory review. Information is
subject to mandatory review by the
originating agency if:

(1) The request is made by a U.S. cit-
izen or permanent resident alien, a
Federal agency, or a State or local gov-
ernment; and

(2) The request describes the docu-
ment or material containing the infor-
mation with sufficient specificity to
enable the Department to locate it
with a reasonable amount of effort.

(c) Exemptions from mandatory review.
Information originated by a President,
the White House staff, by committees,
commissions, or boards appointed by
the President, or others specifically
providing advice and counsel to a
President or acting on behalf of a
President, is exempted from mandatory
review for declassification.

(d) Processing requirements. The De-
partment of Education does not have
original classification authority. Any
classified information or materials in
its custody are classified by another
agency. The Department refers copies
of the request and the requested docu-
ments to the originating agency for
processing, and may, after consultation
with the originating agency, inform
the requester of the referral.

(e) Fees. The Department may charge
fees for search and review time re-
quired to process the request and for
reproduction costs. These fees are
charged in accordance with 31 U.S.C.
483a.

[50 FR 28102, July 10, 1985]

§19.15 Employee education.

(a) The employee education program
concerning document security must be
provided to every Department of Edu-
cation employee who has or may re-
quire access to classified material in
the performance of his or her duties
and who possesses the appropriate se-
curity clearance.

(b) Each employee having an access
clearance is briefed by the Assistant
Inspector General for Investigation or
designees concerning personal respon-
sibilities for classified material under
EO 12356 and appropriate 1SOO direc-
tives.
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